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INFORMATIVA	SUL	TRATTAMENTO	DEI	DATI	PERSONALI	
resa	ai	sensi	degli	artt.	13-14	del	Regolamento	(UE)	2016/679	

Regolamento	Generale	sulla	protezione	dei	dati	personali	
INDICAZIONE	TRATTAMENTO	

	
Di	seguito	forniamo	ai	dipendenti,	collaboratori,	partners	della	nostra	Società	e	tutti	i	soggetti	potenzialmente	interessati	dal	
D.lgs.	n.	24/2023	in	materia	di	Whistleblowing	(gli	“Interessati”),	una	descrizione	sintetica	delle	caratteristiche	essenziali	del	
trattamento	dei	 loro	dati	personali,	effettuato	da	BMB	S.r.l.,	 con	sede	Legale	 in	via	del	Lavoro	n.	2	–	37030	Montecchia	di	
Crosara	–	VR,	PIVA04759020235,	 che	agisce	 in	qualità	di	Titolare	del	 trattamento	 (di	 seguito	 il	 “Titolare”).	 Il	 trattamento	
avverrà	nel	rispetto	del	Regolamento	(UE)	2016/679	-	Regolamento	generale	sulla	protezione	dei	dati	(il	“Regolamento”)	e	del	
D.Lgs.	30	giugno	2003,	n.	196	come	modificato	dal	D.Lgs.	101/2018	(di	seguito	il	“Codice”).		
Per	“dato”	si	 intende	“qualsiasi	 informazione	riguardante	una	persona	fisica	identificata	o	identificabile”	e	per	“trattamento”	
“qualsiasi	operazione	o	insieme	di	operazioni,	compiute	con	o	senza	l'ausilio	di	processi	automatizzati	e	applicate	a	dati	personali	
o	insiemi	di	dati	personali,	come	la	raccolta,	la	registrazione,	l'organizzazione,	la	strutturazione,	la	conservazione,	l'adattamento	
o	la	modifica,	l'estrazione,	la	consultazione,	l'uso,	la	comunicazione	mediante	trasmissione,	diffusione	o	qualsiasi	altra	forma	di	
messa	a	disposizione,	il	raffronto	o	l'interconnessione,	la	limitazione,	la	cancellazione	o	la	distruzione”.	
Per	ulteriori	dettagli	rinviamo	alla	informativa	dettagliata	che	segue.	
	
Viene	 messa	 a	 disposizione	 l’informativa	 sul	 trattamento	 dei	 dati	 personali	 concernenti	 la	 gestione	 di	 eventuali	
segnalazioni	che	dovessero	pervenire	in	forza	del	D.Lgs.	24/2023,	in	maniera	sintetica	nella	seguente	tabella	di	sintesi	sul	
trattamento,	che	consentirà	di	reperire	agevolmente	 le	 informazioni	essenziali	 relative	al	 trattamento	dei	dati	personali.	È	
comunque	a	disposizione,	successivamente,	l’informativa	dettagliata,	in	cui	viene	dato	un	quadro	completo	delle	informazioni	
che	siamo	tenuti	a	fornire	ai	sensi	degli	art.	13-14	GDPR.	
	

Chi	è	il	Titolare	del	trattamento?		
Il	Titolare	del	trattamento	è:	BMB	S.r.l.,	con	sede	Legale	in	
via	 del	 Lavoro	 n.	 2	 –	 37030	Montecchia	 di	 Crosara	 –	 VR,	
PIVA04759020235;	 dati	 di	 contatto	 del	 Titolare:	
privacy@bmbsrl.it		

Quali	dati	personali	trattiamo?	

• Dati	 anagrafici	 e	 di	 contatto	 (ad	 es.	 nome,	 cognome,	
indirizzo	mail/n.	telefono)	del	segnalante	e	dati	relativi	
a	 soggetti	 eventualmente	 coinvolti	 nella	 segnalazione	
(segnalato,	altri	soggetti	interessati	dalla	segnalazione);	

• dati	relativi	e	contenuti	nella	segnalazione	pervenuta	ai	
sensi	 del	 D.Lgs.	 24/2024,	 nonché	 dati	 necessari	 alla	
trattazione	della	segnalazione.	

Perché	trattiamo	i	Dati	personali?	
(Finalità)	

1. per	 adempiere	 all’obbligo	 di	 legge	 ai	 sensi	 del	 D.Lgs.	
24/2023	e	alla	normativa	in	materia	di	Whistleblowing,	
al	fine	di	gestire	le	segnalazioni	Whistleblowing	secondo	
le	Linee	Guida	e	canali	offerti	dalla	Società	ed	in	genere	
per	adempiere	ad	obblighi	di	legge	o	per	ottemperare	ad	
ordini	provenienti	da	Autorità	pubbliche.;	

2. per	far	valere	o	difendere	un	diritto	anche	da	parte	di	un	
terzo	in	sede	stragiudiziale	o	giudiziale,	nonché	in	sede	
amministrativa,	 disciplinare	 o	 nelle	 procedure	 di	
arbitrato	e	di	conciliazione	nei	casi	previsti	dalle	 leggi,	
dalla	normativa	dell’Unione	Europea,	dai	regolamenti,	o	
dai	contratti	collettivi	(finalità	di	tutela	legale).	

Su	cosa	si	fonda	il	Trattamento?	
(Base	Giuridica)	

a. Il	 trattamento	 sub.	 1)	 è	 relativo	 all’adempimento	 di	
obblighi	 di	 legge,	 di	 regolamento,	 di	 normativa	
comunitaria	cui	il	Titolare	è	sottoposto.	

b. Il	trattamento	sub.	2)	è	connesso	al	legittimo	interesse	
del	Titolare	del	trattamento	o	di	terzi.	

In	che	modo	trattiamo	i	dati	personali?	

In	modalità	informatica	e	cartacea,	con	l’osservanza	di	ogni	
misura	cautelativa	applicata	dal	Titolare	che	ne	garantisca	la	
sicurezza,	 la	 riservatezza	 e	 il	 controllo,	 nel	 rispetto	 della	
riservatezza	del	segnalante	ed	in	conformità	alle	Linee	Guida	
adottate	dal	Titolare	in	tema	di	Whistleblowing.		
Specifiche	misure	di	sicurezza	sono	osservate	per	prevenire	
la	perdita	dei	dati,	usi	 illeciti	o	non	corretti	ed	accessi	non	
autorizzati.	Inoltre,	si	precisa	che	con	riferimento	al	canale	
di	 segnalazione	 informatico	 a	 mezzo	 “Accesso	 anonimo	
tramite	 Token”	 la	 piattaforma	 non	 tratta	 alcun	 dato	
personale	legato	al	Segnalante.		
Di	 regola,	 i	 dati	 trattati	 non	 sono	 soggetti	 a	 trasferimento	
extra	 UE,	 né	 sono	 oggetto	 di	 processi	 decisionali	
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automatizzati. I	 dati	 potranno	 anche	 essere	 archiviati	 e	
trattati	 presso	 server	 collocati	 all’esterno	 della	 Comunità̀	
Europea	in	ottemperanza	alle	norme	in	materia	vigenti. 

A	chi	comunichiamo	i	dati	personali?	
(Categorie	di	Destinatari)	

a. Il	 Gestore	 istituito	 appositamente	 per	 il	 ricevimento	
delle	 segnalazioni	 ex	 D.Lgs.	 24/2023,	 come	 previsto	
dalle	Linee	Guida	adottate	in	materia	di	Whistleblowing,	
incaricato	e	autorizzato	al	trattamento	dei	dati;	

b. Fornitori	 di	 servizi,	 che	 agiscono	 anche	 come	
Responsabili	del	 trattamento	ex	art.28	GDPR,	 come	ad	
es.	 il	 fornitore	 del	 software	 MyWhistleblowing	
attraverso	cui	possono	essere	inoltrate	le	segnalazioni	e	
fermo	che	la	condivisione	dei	dati	personali	sarà	limitata	
allo	stretto	necessario;	

c. Soggetti	legittimati	normativamente	ad	accedere	ai	dati;	
d. Soggetti	 ai	 quali	 la	 comunicazione	 è	 necessaria	 per	

l’adempimento	di	obblighi	di	legge;	
e. Autorità	pubbliche.	

I	dati	personali	trattati	dal	Titolare	non	sono	in	alcun	modo	
soggetti	a	diffusione.	

Per	quanto	tempo	conserviamo	i	dati	personali?	

Il	Titolare	del	trattamento	conserverà	i	dati	personali	di	cui	
alla	segnalazione	e	la	relativa	documentazione	per	il	tempo	
necessario	 al	 trattamento	 della	 segnalazione	 e	 comunque	
non	 oltre	 cinque	 anni	 a	 decorrere	 dalla	 data	 della	
comunicazione	 dell'esito	 finale	 della	 procedura	 di	
segnalazione.		

Il	conferimento	dei	dati	personali	è	obbligatorio	o	
facoltativo?	Cosa	accade	in	caso	di	rifiuto	di	comunicazione	

dei	dati	personali?	

La	comunicazione	dei	dati	personali	è	facoltativa	per	quanto	
attiene	 all’eventuale	 segnalazione	 ai	 sensi	 del	 D.Lgs.	
24/2023.	 Nessuna	 conseguenza	 è	 prevista	 nel	 caso	 del	
mancato	conferimento.			

Quali	diritti	ha	l’interessato?	

L’Interessato	ha	di	regola	il	diritto	di:	
a. Accedere	ai	dati	in	nostro	possesso	e	chiederne	la	

comunicazione	in	forma	intelligibile;	
b. Chiedere	 l’aggiornamento,	 la	 rettifica	 e/o	

l’integrazione;	
c. Chiedere	la	cancellazione	(“diritto	all’oblio”);	
d. Chiedere	la	limitazione	del	trattamento;	
e. Chiedere	la	notifica	dell’avvenuto	aggiornamento,	

rettifica,	cancellazione,	limitazione;	
f. Richiedere	la	portabilità	dei	dati;	
g. Opporsi	al	trattamento;	
h. Revocare	il	consenso	prestato;	

Proporre	reclamo	ad	un’autorità	di	controllo.	
Tuttavia,	la	persona	coinvolta	e	la	persona	menzionata	nella	
segnalazione,	 con	 riferimento	 ai	 propri	 dati	 personali	
trattati	 nell’ambito	 della	 segnalazione,	 divulgazione	
pubblica	 o	 denuncia,	 possono	 subire	 limitazioni	 alla	
possibilità	di	esercitare	i	diritti	riconosciuti	agli	interessati	
dal	GDPR,	come	previsto	nell’informativa	estesa.		

1	 -	 Identità	 e	 dati	 di	 contatto	 del	 Titolare	 del	
Trattamento.		
Il	Titolare	del	Trattamento	è	BMB	S.r.l.,	con	sede	Legale	in	
via	 del	 Lavoro	 n.	 2	 –	 37030	Montecchia	 di	 Crosara	 –	 VR,	
PIVA04759020235;	 dati	 di	 contatto	 del	 Titolare:	
privacy@bmbsrl.it	
	
2	-	Tipologia	di	Dati	trattati		
Il	 Titolare	 raccoglie	 e	 tratta	 i	 dati	 degli	 interessati	 per	 le	
finalità	 specificate	 al	 punto	 3	 che	 segue.	 Si	 riporta	 qui	 di	
seguito	un	elenco	esemplificativo	dei	dati	trattati:		
(i) dati	anagrafici,	quali	nome,	cognome	del	segnalante;	
(ii) dati	 di	 contatto,	 quali	 indirizzo	 e-mail	 e	 numeri	

telefonici	del	segnalante;	

(iii) dati	 relativi	a	 soggetti	 eventualmente	coinvolti	nella	
segnalazione	(segnalato,	altri	soggetti	interessati	dalla	
segnalazione);	

(iv) dati	relativi	e	contenuti	nella	segnalazione	pervenuta	
ai	sensi	del	D.Lgs.	24/2024,	nonché	dati	necessari	alla	
trattazione	della	segnalazione.	

	
Con	 riferimento	 alla	 fonte	 da	 cui	 hanno	 origine	 i	 dati	
personali,	qualora	i	dati	non	siano	stati	forniti	direttamente	
dall’interessato,	potrebbero	essere	stati	raccolti	in	sede	di	
ricevimento	 della	 segnalazione	 da	 parte	 del	 soggetto	
segnalante	 e/o	nel	 corso	 dell’istruttoria	 avviata	 a	 seguito	
della	predetta	segnalazione.		
	
Nel	caso	di	segnalazione	effettuata	in	forma	orale,	l’incontro	
potrà	essere	verbalizzato,	previo	consenso	del	segnalante.		
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3	-	Finalità	e	base	giuridica	del	trattamento	dei	dati		
I	dati	formeranno	oggetto	di	trattamento,	nel	rispetto	della	
normativa	sopra	richiamata,	per	le	seguenti	finalità:		
1. per	adempiere	all’obbligo	di	legge	ai	sensi	del	D.Lgs.	

24/2023	 e	 alla	 normativa	 in	 materia	 di	
Whistleblowing,	 al	 fine	 di	 gestire	 le	 segnalazioni	
Whistleblowing	secondo	le	Linee	Guida	e	canali	offerti	
dalla	Società	ed	in	genere	per	adempiere	ad	obblighi	di	
legge	 o	 per	 ottemperare	 ad	 ordini	 provenienti	 da	
Autorità	pubbliche;	

2. per	far	valere	o	difendere	un	diritto	anche	da	parte	di	
un	terzo	in	sede	stragiudiziale	o	giudiziale,	nonché	in	
sede	amministrativa,	disciplinare	o	nelle	procedure	di	
arbitrato	e	di	conciliazione	nei	casi	previsti	dalle	leggi,	
dalla	normativa	dell’Unione	Europea,	dai	regolamenti,	
o	dai	contratti	collettivi	(finalità	di	tutela	legale);	tale	
finalità	di	trattamento	si	fonda	sul	legittimo	interesse	
del	Titolare;	

3. verbalizzare	 l’incontro,	 nel	 caso	 di	 segnalazione	
effettuata	 in	 forma	 orale,	 previo	 consenso	 del	
segnalante.		

	
4	-	Modalità	di	trattamento	dei	dati		
Il	 trattamento	 dei	 Dati	 avverrà	 con	 il	 supporto	 di	 mezzi	
manuali,	cartacei,	 informatici	o	telematici,	nel	rispetto	del	
Regolamento	 e	 del	 Codice,	 e,	 comunque,	 in	 modo	 da	
garantire	la	sicurezza	e	la	riservatezza	dei	dati	ed	impedirne	
la	 divulgazione	 o	 l’uso	 non	 autorizzati,	 l’alterazione	 o	 la	
distruzione	 mediante	 efficienti	 misure	 di	 sicurezza	 di	
carattere	fisico,	logico	e	organizzativo.		
Specifiche	misure	di	sicurezza	sono	osservate	per	prevenire	
la	perdita	dei	dati,	usi	illeciti	o	non	corretti	ed	accessi	non	
autorizzati	 anche	 per	 il	 canale	 digitale	 attraverso	 cui	
possono	 essere	 effettuate	 le	 segnalazioni	 basato	 sul	
software	 MyWhistleblowing,	 alla	 cui	 Policy	 si	 rimanda,		
fermo	che	 	 la	 condivisione	dei	dati	personali	 sarà	 in	ogni	
caso	limitata	allo	stretto	necessario.	Inoltre,	si	precisa	che,	
con	 riferimento	 al	 canale	 di	 segnalazione	 informatico	 a	
mezzo	 “Accesso	 anonimo	 tramite	 Token”,	 la	 piattaforma	
software	offerta	non	 tratta	alcun	dato	personale	 legato	al	
segnalante.	
Il	 trattamento	 avverrà	 nel	 rispetto	 della	 riservatezza	 del	
segnalante	ed	 in	 conformità	alle	Linee	Guida	adottate	dal	
Titolare	in	tema	di	Whistleblowing.			
Come	sopra	indicato,	nel	caso	di	segnalazione	effettuata	in	
forma	 orale,	 l’incontro	 potrà	 essere	 verbalizzato,	 previo	
consenso	del	segnalante.		
Il	Titolare	eseguirà	 i	 trattamenti	mediante	un	processo	di	
valutazione	personalizzato	e	non	automatizzato.	
	
5	-	Destinatari	dei	dati	
I	Dati	potranno	essere	portati	a	conoscenza	di:	
a. Il	 Gestore	 istituito	 appositamente	 per	 il	 ricevimento	

delle	 segnalazioni	 ex	 D.Lgs.	 24/2023,	 come	 previsto	
dalle	Linee	Guida	adottate	in	materia	di	Whistleblowing,	
incaricato	e	autorizzato	al	trattamento	dei	dati;	

b. Eventuali	fornitori	di	servizi,	che	agiscono	anche	come	
Responsabili	del	trattamento	ex	art.28	GDPR,	come	ad	
es.	 il	 fornitore	 del	 software	 MyWhistleblowing	
attraverso	cui	possono	essere	inoltrate	le	segnalazioni,	
fermo	 che	 la	 condivisione	 dei	 dati	 personali	 sarà	
limitata	allo	stretto	necessario;	

c. Soggetti	legittimati	normativamente	ad	accedere	ai	dati;	
d. Soggetti	 ai	 quali	 la	 comunicazione	 è	 necessaria	 per	

l’adempimento	di	obblighi	di	legge;	

e. Autorità	pubbliche.	
	
Vige	divieto	assoluto	di	diffusione	dei	dati.	
Per	ottenere	maggiori	informazioni	circa	le	liste	dei	soggetti	
a	 cui	 verranno	 comunicati	 i	 dati	 di	 cui	 sopra,	 si	 prega	 di	
rivolgersi	 al	 Titolare	 del	 Trattamento	 ai	 recapiti	 sopra	
indicati.		
I	 dati	 trattati	 non	 sono	di	 regola	 soggetti	 a	 trasferimento	
extra	 UE,	 né	 sono	 oggetto	 di	 processi	 decisionali	
automatizzati. Tuttavia,	 nel	 caso	 si	 rendessero	 necessari	
trasferimenti	di	dati	extra	UE,	essi	avverranno	nel	rispetto	
di	quanto	previsto	dagli	artt.	44	e	ss.	GDPR.	Qualora	i	Paesi	
non	garantiscano	un	adeguato	livello	di	protezione	dei	dati	
personali	 secondo	 gli	 standard	 stabiliti	 dal	 Regolamento	
UE,	saranno	adottate	le	necessarie	cautele	per	un	legittimo	
trasferimento	dei	dati	(ad	es.	attraverso	l'implementazione	
delle	 Clausole	 Contrattuali	 Standard	 approvate	 dalla	
Commissione	 Europea).	 Possono	 essere	 richieste	
informazioni	sul	trasferimento	all'estero	dei	dati	personali	
in	 qualsiasi	 momento	 contattando	 il	 Titolare	 del	
trattamento	ai	recapiti	indicati. 

6 -	Periodo	di	conservazione	dei	dati	
Il	Titolare	del	trattamento	conserverà	i	dati	personali	di	cui	
alla	segnalazione	e	la	relativa	documentazione	per	il	tempo	
necessario	 al	 trattamento	della	 segnalazione	 e	 comunque	
non	 oltre	 cinque	 anni	 a	 decorrere	 dalla	 data	 della	
comunicazione	 dell'esito	 finale	 della	 procedura	 di	
segnalazione.	
I	 dati	 verranno	 poi	 distrutti	 o	 resi	 anonimi	 in	 maniera	
irreversibile,	 salvo	che	 la	 loro	ulteriore	conservazione	sia	
necessaria	 per	 assolvere	 ad	 obblighi	 di	 legge	 o	 per	
adempiere	 ad	 ordini	 impartiti	 da	 Pubbliche	 Autorità	 e/o	
Organismi	di	Vigilanza	ovvero	per	l’accertamento,	esercizio	
o	difesa	in	sede	giudiziale	dei	diritti	del	Titolare.	
	
I	 criteri	 utilizzati	 per	 determinare	 il	 periodo	 di	
conservazione	dei	dati	sono	pertanto:	

a. Perseguimento	 delle	 finalità	 relative	 al	
trattamento;	

b. Tempo	di	conservazione	richiesto	per	legge;	
c. Termine	 massimo	 consentito	 dalla	 normativa	

vigente	 a	 tutela	 dei	 diritti	 e/o	 interessi	 del	
Titolare.	

9.	 Natura	 obbligatoria	 e	 facoltativa	 del	 conferimento	
dei	dati	personali	
La	comunicazione	dei	dati	personali	è	facoltativa	per	quanto	
attiene	 all’eventuale	 segnalazione	 ai	 sensi	 del	 D.Lgs.	
24/2023.	 Nessuna	 conseguenza	 è	 prevista	 nel	 caso	 del	
mancato	 conferimento.	 	 Una	 volta	 pervenuta	 la	
segnalazione,	 essa	 seguirà	 l’iter	 di	 cui	 alle	 Linee	 Guida	
adottate	 dal	 Titolare	 in	 materia	 di	 Whistleblowing	 nel	
rispetto	del	D.Lgs.	24/2023	e	pertanto	il	trattamento	sarà	
obbligatorio	fino	all’esito	della	procedura	di	segnalazione	in	
quanto	atto	dovuto	a	norma	di	legge.		
	
10	-	Diritti	dell’interessato	
Inviando	 una	 comunicazione	 alla	 sede	 legale	 del	 titolare	
ovvero	all'indirizzo	mail	di	cui	sopra,	l’interessato	potrà	in	
ogni	momento	esercitare	i	diritti	di	cui	agli	artt.	da	15	e	ss.	
del	Regolamento,	tra	cui:	(i)	ottenere	la	conferma	che	sia	o	
meno	in	corso	un	trattamento	di	Dati	che	lo	riguardano;	(ii)	
ottenere	 l'accesso	 ai	 propri	 Dati	 ed	 alle	 informazioni	
indicate	 all’art.	 15	 del	 Regolamento;	 (iii)	 ottenere	 la	
rettifica	 dei	 Dati	 inesatti	 che	 lo	 riguardano	 senza	
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ingiustificato	 ritardo	 o	 l'integrazione	 dei	 Dati	 incompleti;	
(iv)	richiedere	la	cancellazione	dei	Dati	che	lo	riguardano	
senza	ingiustificato	ritardo;	(v)	richiedere	la	limitazione	del	
trattamento	 dei	 Dati	 che	 lo	 riguardano;	 (vi)	 essere	
informato	 delle	 eventuali	 rettifiche	 o	 cancellazioni	 o	
limitazioni	 del	 trattamento	 effettuate	 in	 relazione	 ai	 dati	
che	lo	riguardano;	(vii)	ricevere	in	un	formato	strutturato,	
di	uso	comune	e	leggibile	da	dispositivo	automatico	i	Dati	
che	 lo	riguardano;	(viii)	 revocare	 in	qualsiasi	momento	e	
gratuitamente	 il	 consenso	 previamente	 prestato.	 Si	 potrà	
reperire	 l’elenco	 completo	 dei	 diritti	 dell’Interessato	 su	
https://www.garanteprivacy.it/Regolamentoue/diritti-
degli-interessati.	
L'esercizio	dei	diritti	 sopra	 citati	non	è	 soggetto	ad	alcun	
vincolo	 di	 forma	 ed	 è	 gratuito.	 Si	 provvede	 a	 fornire	
riscontro	alla	richiesta	dell’interessato	entro	un	mese	dalla	
ricezione	della	stessa.	In	caso	di	particolare	complessità,	il	
termine	potrebbe	essere	prorogato;	in	questi	casi,	il	Titolare	
si	 impegna	 a	 fornire	 almeno	 una	 comunicazione	
interlocutoria	entro	un	mese	dalla	ricezione	della	richiesta.	
In	 caso	 di	 esercizio	 di	 uno	 dei	 diritti	 previsti	 dal	
Regolamento,	 il	 Titolare	 si	 riserva	 il	 diritto	 di	 verificare	
l’identità	 dell’interessato	 richiedente,	 richiedendo	 di	
inviare	una	fotocopia	di	un	documento	di	identità	che	attesti	
la	legittimità	della	richiesta.	Una	volta	avuto	conferma	della	
identità	 dell’interessato	 richiedente,	 la	 fotocopia	 ricevuta	
sarà	immediatamente	distrutta.	
La	 persona	 coinvolta	 o	 la	 persona	 menzionata	 nella	
segnalazione,	 con	 riferimento	 ai	 propri	 dati	 personali	
trattati	 nell’ambito	 della	 segnalazione,	 divulgazione	
pubblica	o	denuncia,	non	potrà	esercitare	–	per	il	tempo	e	
nei	 limiti	 in	 cui	 ciò	 costituisca	 una	 misura	 necessaria	 e	
proporzionata	 -	 i	 diritti	 che	normalmente	 il	 Regolamento	
(UE)	 2016/679	 riconosce	 agli	 interessati	 (il	 diritto	 di	
accesso	ai	dati	personali,	il	diritto	a	rettificarli,	il	diritto	di	
ottenerne	 la	 cancellazione	 o	 cosiddetto	 diritto	 all’oblio,	 il	
diritto	 alla	 limitazione	 del	 trattamento,	 il	 diritto	 alla	
portabilità	 dei	 dati	 personali	 e	 quello	 di	 opposizione	 al	
trattamento).	Dall’esercizio	di	tali	diritti	potrebbe	derivare	
un	 pregiudizio	 effettivo	 e	 concreto	 alla	 tutela	 della	
riservatezza	dell’identità	della	persona	segnalante.	 	 In	tali	
casi,	 dunque,	 al	 soggetto	 segnalato	 o	 alla	 persona	
menzionata	 nella	 segnalazione	 è	 preclusa	 anche	 la	
possibilità,	 laddove	 ritengano	 che	 il	 trattamento	 che	 li	
riguarda	 violi	 suddetti	 diritti,	 di	 rivolgersi	 al	 titolare	 del	
trattamento	 e,	 in	 assenza	 di	 risposta	 da	 parte	 di	
quest’ultimo,	 di	 proporre	 reclamo	 al	 Garante	 della	
protezione	dei	dati	personali.	
	
11	-	Reclamo	all’Autorità	di	controllo	
Qualora	 l’Interessato	 ritenga	 che	 il	 Trattamento	 che	 lo	
riguarda	violi	le	disposizioni	di	cui	al	Regolamento,	egli	può	
sempre	 proporre	 reclamo	 all’autorità	 Garante	 per	 la	
protezione	 dei	 dati	 personali	 (www.garanteprivacy.it),	
oppure	 all’autorità	 Garante	 del	 Paese	 in	 cui	 risiede	
abitualmente,	lavora	oppure	del	luogo	ove	si	è	verificata	la	
presunta	 violazione.	 Fanno	 eccezione	 i	 casi	 di	 cui	 al	
precedente	 punto	 10	 relativi	 al	 soggetto	 segnalato	 o	 alla	
persona	 menzionata	 nella	 segnalazione,	 a	 tutela	 della	
riservatezza	dell’identità	della	persona	segnalante.			
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